
 

What you do not know about your messenger… 

 
 

 

Secure? The messengers all say so. And they say it is true: all your data, your identity, your friends, your exchanges, 
your location, your opinions, your routes, your address book and all your photos are secure... on their own 
infrastructure.  
 

Messengers promise you the secrecy of your data. But they write the opposite in their terms and conditions. You 
know that long text that you accepted, like everyone else, without having read it: everything they know about you 
belongs to them and is used to direct your purchases and opinions or sold to the highest bidder. Finally, your data, 
unprotected, becomes theirs and is subject to their laws.  
 

You will say: "I have nothing to hide". And you will be right. Most people are like you. It is 
not about hiding crimes; it is about preventing harm to you and your relationships with 
what they know about you. Borrowing, insurance, employment: your messenger is at 
their service. And you also give them access to your political choices, your spiritual life, 
your family, and your privacy. And it is all stored forever. They can even, if they wanted 
to, change messages or place messages that you never sent or received.  
 

But you need a messenger. You cannot do without it. So, what to do? To answer this 
question, citizens, and computer scientists, committed to freedom of expression, have 
invented Skred. And the answer is simple, to be sure that someone does not reveal a 
secret, you just must not tell him. So, your messages must not go through the messaging 
system you use. This is the only guarantee. The messaging system will not be able to use, 
nor give access to information... that it does not have. If you understand this, you 
understand Skred.  
 

In fact, Skred puts users in direct contact with each other. Unlike other messaging systems, when you send your 
messages, Skred does not receive them and then forward them to their recipients. Nothing goes through Skred! Your 
exchange is direct and Skred knows nothing about it, nor does anyone else. Skred does not even know who you are 
because Skred does not ask for a mobile number or email address to use it. Messages sent by your correspondent 
and received by you are only in your respective phones and encrypted so that no one else can access them. And 
Skred has a thousand magical features to protect your privacy...   

 

Skred is free, like other messaging services, but it does not make money from 
your data. So how does Skred finance itself? As Jerome Aguesse, Skred's 
Managing Director, explains, "We were asked to provide a video conferencing 
service with no data leakage by business users who were concerned about 
business confidentiality and also looking for a more economical solution ».  
  

The service offers a subscription for only 2.99€ per month for those who want to 
support it, and thus benefit from a multi-party audio and video calling feature.   

Skred already has 16 million users worldwide. By word of mouth, the good news of privacy-friendly messaging is 
spreading, and more users are registering every day. 
  
With no data transit infrastructure, Skred requires no more energy than a family refrigerator and is certified 100% 
green. Because Skred is zero data, Skred is zero carbon.  
 

Pierre Bellanger, the founder of Skred, recently declared: « Everywhere in the world, Skred allows people to 
communicate without being surveilled. Everywhere in the world, Skred is the companion of freedom. » 


